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[bookmark: _Toc63147635]Purpose

This document describes the process to leverage the Innovation, Information and Technology Branch (IITB) Capacity on Demand Wave 4 contracts for Cyber Protection Services, Project Management Services, Application Services and IM/IT Services streams to address specific Information Technology needs and is associated with a specific set of activities and deliverables.

The IITB COD Wave 4 process is to be used by clients who require Information Technology professional services to support the delivery of projects for the department.
[bookmark: _Toc479858130]
Summary
[bookmark: _Toc479858131][bookmark: _Toc63147636]What is IITB Capacity on Demand W4 (COD W4)?
In an effort to satisfy an ongoing departmental need for Informatics Technology professional services to support various initiatives the Innovation, Information and Technology Branch (IITB) has awarded various task-based contracts (via PSPC as the Contracting Authority) for the following streams:

· Cyber Protection Services
· Project Management Services
· Application Services
· IM/IT Services
The contracts are structured as task-based where a Task Authorization (TA) is issued to various contractors.
The TA will identify the category of resource required, level of effort, per diem rates and the work to be completed.

[bookmark: _Toc479858132]Vendor list and per diem rates
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[bookmark: _Toc63147640]Who can use IITB COD W4?
This contract is to be used primarily by IITB only, however with the proper approval of IITB, it could be made available to other ESDC branch clients who require these services to support the delivery of projects for the Department.
The IITB COD W4 contracts were awarded using Task-Based Informatics Professional Services (TBIPS). The TA leveraged against theses COD contracts should be related to a particular activity required to address a specific IT need or linked to an IT enabled project.

If you are uncertain about whether your work is suited for the IITB COD W4 contracts please contact IITB Forecasting and Procurement Support Team (FPS). 
[bookmark: _Toc479858133][bookmark: _Toc63147641]
Contact IITB FPS Team
NA-FPS-SFA-GD@hrsdc-rhdcc.gc.ca 
[bookmark: _Toc479858134]
Roles and Responsibilities: 
[bookmark: _Toc479858135]
[bookmark: _Toc63147643]Client
· Defines requirement;
· Works with the Procurement Planning and Advisory Services team on a Project Procurement Plan (where applicable);
· Completes Draft Task Authorization form (DTA);
· For Innovation, Information and Technology Branch (IITB) clients: Complete Procurement Initiation Form (PIF)
· Project Authority Signs DTA form;
· Sends DTA form, Project Procurement Plan (where applicable) and PIF (where applicable ) to IITB – Forecasting and Procurement Support Team (FPS) Inbox (NA-FPS-SFA-GD@hrsdc-rhdcc.gc.ca) for approval;
· Client evaluates proposed resource submitted by the FPS Team (IITB) or COD Triage (non-IITB);
· Client notifies FPS Team (IITB) or COD Triage (non-IITB) that resource was accepted;
· Upon CFOB Triage Team approval, Client submits Purchase Requisition with completed evaluation grids, CV, DTA Form and Procurement Plan (where applicable) to Procurement via myEMS (SAP) or IITB’s FPS inbox for IITB clients;
· Manages TA;
· Closes-out TA;
· Identifies needs for amendments in a timely fashion (where applicable), including changes of resources;
· Completes service entry sheet (SES) and pays invoices in myEMS (SAP).
Forecasting and Procurement Support Team (IITB FPS Team)
· Reviews Draft Task Authorization form and verifies that the information provided by the client is appropriate and that the IITB COD W4 is the appropriate method of supply;
· Provides Draft Tasks Authorization form to CFOB COD triage.
· Upon approval from CFOB COD Triage Team, submits Purchase Requisition with completed evaluation grids, CV, DTA Form Procurement Plan (where applicable) and PIF to Procurement via myEMS (SAP) for IITB clients.

[bookmark: _Toc479858136][bookmark: _Toc63147644]Procurement Planning and Advisory Services 
· Procurement Planning and Advisory Services team works with client to create or amend the Project Procurement Plan;
· Approves Project Procurement Plans; 
· Provides copy of CFOB approved Project Procurement Plan to client.


[bookmark: _Toc479858137][bookmark: _Toc63147645]CFOB COD Triage Team
· Reviews Draft Task Authorization form and verifies that the information provided by FPS Team is appropriate.
· Advises FPS Team(IITB) or client (non-IITB), by email, that the desired vendor has been approved – or denied;
· Contacts vendor for CVs and Security Information;
· Routes CVs from Contractor to FPS Team or client and liaises between FPS Team or client and Contractor as needed;
· Tracks usage against parent-contract(s);
· Ensures distribution of work satisfies the obligations in the contracts.

[bookmark: _Toc479858138][bookmark: _Toc63147646]ESDC Procurement Officer
· Reviews Task Authorization to ensure appropriate legal contract language and security;
· Actions TA in myEMS (SAP) via a Purchase Requisition from the FPS Team or client;
· Issues TAs to Contractor for signature;
· Actions amendments upon request from FPS Team or client via a Purchase Requisition;
· [bookmark: _Toc479858139]Provides copies of the TA issued by ESDC to client, CFOB COD Triage Team, PSPC and IITB’s FPS inbox (for IITB only).

[bookmark: _Toc63147647]Contractor
· Provides CVs and Signed Certifications upon request, within the timelines given by CFOB COD Triage Team;
· Reviews TA and returns signed copy to Procurement (within 2 business days); 
· Performs work in accordance with the TA;
· Provides replacement resources as required;
· [bookmark: _Toc479858140]Complies with rules and regulations of the contract.

[bookmark: _Toc63147648]Public Services and Procurement Canada (PSPC)
· Monitors burn rates of each contract;
· Actions amendments to the contracts;
· Issues TA’s over 400k (excluding taxes) to the contractors;
· Monitors “no response” trends.


[bookmark: _Toc479858141][bookmark: _Toc63147649]Step-by-Step Process
	Step
#
	
ACTIVITY

	
Responsibility
	
Tool

	
1



2
	
Client defines requirement and determines if a new or amended Project Procurement Plan is required. 

If a Project Procurement Plan is required then client works with Procurement Planning and Advisory Services at the following 
General Email Box: NC-PPAS-PASC-GD.

	
Client 



Procurement Planning and Advisory Services
	
Statement of Work 


Project Procurement Plan

	3
	
Client submits Draft TA form, PIF (if needed)and Project Procurement Plan (if need be) to the IITB's FPS Inbox (NA-FPS-SFA-GD@hrsdc-rhdcc.gc.ca) for approval

	
Client
	
Email

Draft TA Form

PIF

	4
	
Forecasting and Procurement Support (FPS)Team reviews the Draft TA form submitted by the client and determines if the IITB COD W4 is the appropriate method of supply and sends the documents to CFOB COD Triage team

	
[bookmark: _GoBack]Forecasting and Procurement Support Team
	
Draft TA form 

PIF

	5
	
CFOB COD Triage Team will contact contractor requesting:
1) CV(s);
2) Signed certification(s) (Appendix D to Annex A);
3) Security File # and expiry date;
4) Date of Birth.

	
CFOB COD Triage Team
	
Email

	6
	
Contractor provides requested documents to CFOB COD Triage Team within the specified time frame
	
Contractor
	
Email

	7
	
COD Triage Team sends the signed Draft TA form and resource information to the FPS Team (IITB) or client (non-IITB)

	
CFOB COD Triage Team
	
Email

	8
	
FPS Team sends the signed Draft TA form and resource information to IITB client.

	
FPS Team
	
Email

	9
	
Client evaluates CV(s) using evaluation grids provided.

	
Client
	
Evaluation Grid

	10
	
Client notifies FPS Team (IITB) that resource was accepted, FPS Team notifies CFOB COD Triage Team.
OR
Client (non-IITB) notifies COD Triage that the resource was accepted.

	
Client
	
Email

	11
	
IITB Clients submits documents to IITB's Inbox (NA-FPS-SFA-GD@hrsdc-rhdcc.gc.ca for submission of Purchase Requisition

Non-IITB Clients submits a Purchase Requisition (PREQ) to Procurement via myEMS (SAP)

FPS team and Non-IITB client must ensure that the following information is included in the PREQ:
· Header Text reference 
“IITB COD W4 Contract” and name of the contractor to be used
· GL   
533701 – Information Technologies Consultants
· Approved draft TA form
· Signed certification: 
Appendix D to Annex A 
(for the successful resource only)
· CV
· Completed and signed evaluation grid (for the successful resource only)
· Security Information (i.e. Date of birth, PSPC file #)
· CFOB approved or amended Procurement Plan, if applicable.
· PIF, if applicable


	
Client

Forecasting, Procurement Support Team


	
myEMS (SAP)

	12
	
ESDC Procurement Officer will review the approved Draft TA and supporting documentation.

Once documentation provided by the client is complete and in order, a TA will be issued. 

A TA will be issued to the contractor with a copy (cc) to the client, CFOB COD Triage Team, IITB FPS Team (for IITB only)  and PSPC.

	
Procurement
	
TA 

	
13
	
Contractor signs the TA and sends back to ESDC Procurement Officer by replying all.

	
Contractor
	
TA

	14
	
CFOB COD Triage Team tracks usage against contracts to ensure that the work is being evenly distributed, as per the terms of the contract.

	
CFOB COD Triage Team
	
Excel

	15
	
Client manages TA:

· Tracks completion of deliverables and manages burn rate.
· Requests amendments in a timely manner as required.

	
Client
	
TA and myEMS(SAP)
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· [bookmark: _Toc479858143][bookmark: _Toc63147651]Draft Task Authorization



· [bookmark: _Toc479858145][bookmark: _Toc63147652]Certifications at the TA Stage (Appendix D to Annex A)



· IITB Procurement Initiation Form (PIF)
Procurement Initiation Form 

[bookmark: _Toc479858146][bookmark: _Toc63147653]Evaluation Grids and Tasks-Deliverables
[bookmark: _Toc479858147]
[bookmark: _Toc63147654]Cyber Protection Services 
	

Cyber Protection Services
	Evaluation Grids
	
Tasks and Deliverables

	
C.1 Strategic Information Technology Security Planning and Protection Consultant(s)   Level 3
	

	


	
C.2 Information Technology Security Methodology, Policy and Procedures Analyst(s)   Level 3
	

	


	
C.3 Information Technology Security Threat and Risk Assessment (TRA) and Certification and Accreditation Analysts (CAA(s))
Level 3

	

	


	
C.4 Information Technology Security Product Evaluation Specialist(s)
Level 3
	

	


	
C.6 Information Technology Security Engineer(s)
Level 3

	 


	


	
C.7 Information Technology Security Design Specialist(s) Level 3
	
[bookmark: _MON_1668397550] 
	


	
C.9 Information Technology Security Systems Operator(s) 
Level 3
	


	


	
C.11 Information Technology Security Vulnerability Analysis Specialist
Level 3
	


	


	
C.12 Incident Management Specialist(s)
Level 3
	


	


	
C.15 Computer Forensics Specialist(s)
Level 3
	


	


	
C.16 Privacy Impact Assessment Specialist(s) Level 3
	


	




[bookmark: _Toc63147655]Project Management Services
	

Project Management Services
	Evaluation Grids
	Tasks and Deliverables

	
P.2 Enterprise Architect(s)  Level 3
	

	




[bookmark: _Toc63147656]Application Services 
	

Application Services
	Evaluation Grids
	Tasks and Deliverables

	
A.1 Application/Software Architect(s)
Level 2
	

	


	
A.1 Application/Software Architect(s)
Levels 3 
	

	


	
A.3 Enterprise Resource Planning (ERP) Programmer Analyst(s) 
 Level 3
	

	


	
A.4 Enterprise Resource Planning (ERP) System Analyst(s) 
Level 3

	

	


	
A.6 Programmer/Software Developer(s) 
Level 2
	

	


	
A.6 Programmer/Software Developer(s) 
Level 3 
	

	


	
A.7 Programmer/Analyst(s)  Level 2
	

	


	
A.7 Programmer/Analyst(s)  Level 3 
	

	


	
A.8 System Analyst(s) 
 Level 2
	

	


	
A.8 System Analyst(s) 
Level 3
	

	


	
A.10 Test Coordinator(s)  
Level 2
	

	


	
A.11 Tester(s) 
Level 2
	

	


	
A.11 Tester(s) 
Level 3
	

	


	
A.16 Web-Multi-media Consultant(s) 
Level 3
	

	




[bookmark: _Toc63147657]IM/IT Services 
	

IM/IT Services
	Evaluation Grids
	Tasks and Deliverables

	
I.2 Database Administrator(s) Level 3
	

	


	
I.3 Database Analyst/Information Management Administrator(s) Level 3

	

	


	
[bookmark: _Hlk31879374]I.4 Database Modeller/Information Management Modeller(s)
 Level 3

	

	


	
I.5 Information Management Architect(s) 
Level 2
	

	


	
I.5 Information Management Architect(s) 
 Level 3
	

	


	
I.6 Network Analyst(s)
Level 2
	

	


	
I.7 Platform Analyst (s)  
Level 3
	

	


	
I.8 Storage Architect(s) 
Level 3
	

	


	
I.9 System Administrator(s) Level 3
	

	


	
I.10 Technical Architect(s) Level 2
	

	


	
I.10 Technical Architect(s)  Level 3
	

	


	
I.11 Technology Architect(s)  Level 3
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A.6 Tasks and Deliverables Level 2/3
[bookmark: _GoBack]A.6 Programmer/Software Developer(s) – Level 3 and Level 2 



ESDC requires the services of Programmer/Software Developer(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).

A.6 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Programmer/Software Developer(s) Level 3 and Level 2 tasks include but are not limited to the following:

a) Develop and prepare diagrammatic plans for solution of business, scientific and technical problems by means of computer systems of significant size and complexity;

b) Analyze the problems outlined by the systems analysts/designers in terms of such factors as style and extent of information to be transferred to and from storage units, variety of items to be processed, extent of sorting, and format of final printed results;

c) Select and incorporate available software programs;

d) Design detailed programs, flow charts, and diagrams indicating mathematical computation and sequence of machine operations necessary to copy and process data and print the results;

e) Translate detailed flow charts into coded machine instructions and confer with technical personnel in planning programs;

f) Verify accuracy and completeness of programs by preparing sample data, and testing them by means of system acceptance test runs made by operating personnel;

g) Correct program errors by revising instructions or altering the sequence of operations;

h) Test instructions, and assemble specifications, flow charts, diagrams, layouts, programming and operating instructions to document applications for later modification or reference; and

i) Conduct knowledge transfer and coaching of the team members.



A.6 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ActiveX

ADS

ASP

BPWin

C++

CICS

Cold Fusion

CORBA

Crystal Reports

Delphi

EbXML

ERWin

HML

HTML

IBM DB2

IDMS

Impromptu

IMS

		Informix

Ingres

J2EE

Java

JavaScript

JDBC

JSP

MIL-STD-498

MS Access

MS SQL

.NET

Netron/CAP

ODBC

OLAP

Oracle

Oracle CASE

Oracle Financials

Perl

PHP

		PL/SQL

PowerBuilder

Rational Rose

RPG

SAP

SQL Server

SQL *DBA

SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

TCP/IP

Unisys DBII

Unix

Visual Basic

Visual C++

XML









A.6 Deliverables



The Programmer/Software Developer(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following:  

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Strategies and solutions;

c) Technical specifications and reports;  

d) Technical documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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APPENDIX C TO ANNEX A A.7 
[bookmark: _Toc11274091]APPENDIX C TO ANNEX A

[bookmark: _Toc11274092]RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

[bookmark: _Toc11274093]APPLICATION SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.7 Programmer /Analyst, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 5 years of experience within the last 10 years as a Programmer/Analyst. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has programming experience for 3 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years. 

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.

		

		










image44.emf
A.7 Tasks and  Deliverables Level 2/3


A.7 Tasks and Deliverables Level 2/3
A.7 Programmer/Analyst(s) - Level 3 and Level 2 



ESDC requires the services of Programmer/Analyst(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).



A.7 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Programmer/Analyst(s) Level 3 and Level 2 tasks include but are not limited to the following:

a) Create and modify code and software;

b) Create and modify screens and reports;

c) Gather and analyze data for the conduct of studies to establish the technical and economic feasibility of proposed computer systems, and for the development of functional and system design specifications;

d) Design methods and procedures for small computer systems, and sub-system of larger systems;

e) Develop, test and implement small computer systems, and sub-systems of larger systems;

f) Produce forms, manuals, programs, data files, and procedures for systems and/or applications; and 

g) Conduct knowledge transfer and coaching of the team members.



A.7 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ActiveX

ADS

ASP

BPWin

C++

CICS

Cold Fusion

CORBA

Crystal Reports

Delphi

EbXML

ERWin

HML

HTML

IBM DB2

IDMS

Impromptu

IMS



		Informix

Ingres

J2EE

Java

JavaScript

JDBC

JSP

MIL-STD-498

MS Access

MS SQL

.NET

Netron/CAP

ODBC

OLAP

Oracle

Oracle CASE

Oracle Financials

Perl

PHP

		PL/SQL

PowerBuilder

Rational Rose

RPG

SAP

SQL Server

SQL *DBA

SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

TCP/IP

Unisys DBII

Unix

Visual Basic

Visual C++

XML







A.7 Deliverables



The Programmer/Analyst(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Strategies and solutions;

c) Solution architectural documents;  

d) Technical documents, presentations and other materials, as requested by the Technical Authority; 

e) Unit tests;

f) Test documents;

g) Ensure applications meet the Government of Canada’s Common Look and Feel (CLF) and the WCAG 2,0 accessibility guidelines; 

h) Automated deployment packages; and

i) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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APPENDIX C TO ANNEX A A.7
[bookmark: _Toc11274091]APPENDIX C TO ANNEX A

[bookmark: _Toc11274092]RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

[bookmark: _Toc11274093]APPLICATION SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.7 Programmer/ Analyst, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Programmer/Analyst.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has programming experience for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.

		

		





[bookmark: _GoBack]




A.7 Tasks and Deliverables Level 2/3
[bookmark: _GoBack]A.7 Programmer/Analyst(s) - Level 3 and Level 2 



ESDC requires the services of Programmer/Analyst(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).



A.7 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Programmer/Analyst(s) Level 3 and Level 2 tasks include but are not limited to the following:

a) Create and modify code and software;

b) Create and modify screens and reports;

c) Gather and analyze data for the conduct of studies to establish the technical and economic feasibility of proposed computer systems, and for the development of functional and system design specifications;

d) Design methods and procedures for small computer systems, and sub-system of larger systems;

e) Develop, test and implement small computer systems, and sub-systems of larger systems;

f) Produce forms, manuals, programs, data files, and procedures for systems and/or applications; and 

g) Conduct knowledge transfer and coaching of the team members.



A.7 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ActiveX

ADS

ASP

BPWin

C++

CICS

Cold Fusion

CORBA

Crystal Reports

Delphi

EbXML

ERWin

HML

HTML

IBM DB2

IDMS

Impromptu

IMS



		Informix

Ingres

J2EE

Java

JavaScript

JDBC

JSP

MIL-STD-498

MS Access

MS SQL

.NET

Netron/CAP

ODBC

OLAP

Oracle

Oracle CASE

Oracle Financials

Perl

PHP

		PL/SQL

PowerBuilder

Rational Rose

RPG

SAP

SQL Server

SQL *DBA

SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

TCP/IP

Unisys DBII

Unix

Visual Basic

Visual C++

XML







A.7 Deliverables



The Programmer/Analyst(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Strategies and solutions;

c) Solution architectural documents;  

d) Technical documents, presentations and other materials, as requested by the Technical Authority; 

e) Unit tests;

f) Test documents;

g) Ensure applications meet the Government of Canada’s Common Look and Feel (CLF) and the WCAG 2,0 accessibility guidelines; 

h) Automated deployment packages; and

i) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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APPENDIX C TO ANNEX A A.8
[bookmark: _Toc11274091]APPENDIX C TO ANNEX A

[bookmark: _Toc11274092]RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

[bookmark: _Toc11274093]APPLICATION SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.8 System Analyst, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 5 years of experience within the last 10 years as a System Analyst. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience performing system analysis and assisting in the development of applications in a multi-tier environment for 3 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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A.8 Tasks and Deliverables Level 2/3
A.8 System Analyst(s) – Level 3 and Level 2 



ESDC requires the services of System Analyst(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).



A.8 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the System Analyst(s) Level 3 and Level 2 tasks include but are not limited to the following:

a) Develop requirements, feasibility, cost, design, and specification documents for systems;

b) Implement systems to support projects, departments, organizations or businesses;

c) Translate business requirements into systems design and specifications;

d) Analyze and recommend alternatives and options for solutions;

e) Develop technical specifications for systems development, design and implementation; and

f) Conduct knowledge transfer and coaching of the team members.



A.8 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ActiveX

ADS

ASP

BPWin

C++

CICS

Cold Fusion

CORBA

Crystal Reports

Delphi

EbXML

ERWin

HML

HTML

IBM DB2

IDMS

Impromptu

IMS



		Informix

Ingres

J2EE

Java

JavaScript

JDBC

JSP

MIL-STD-498

MS Access

MS SQL

.NET

Netron/CAP

ODBC

OLAP

Oracle

Oracle CASE

Oracle Financials

Perl

PHP

		PL/SQL

PowerBuilder

Rational Rose

RPG

SAP

SQL Server

SQL *DBA

SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

TCP/IP

Unisys DBII

Unix

Visual Basic

Visual C++

XML





A.8 Deliverables



The System Analyst(s) Level 3 and Level 2 must submit deliverables to the Technical Authority.

The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Strategies and solutions;

c) Solution architectural documents;  

d) Technical documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.8 System Analyst, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a System Analyst. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience performing system analysis and assisting in the development of applications in a multi-tier environment for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.

		

		








A.8 Tasks and Deliverables Level 2/3
A.8 System Analyst(s) – Level 3 and Level 2 



ESDC requires the services of System Analyst(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).



A.8 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the System Analyst(s) Level 3 and Level 2 tasks include but are not limited to the following:

a) Develop requirements, feasibility, cost, design, and specification documents for systems;

b) Implement systems to support projects, departments, organizations or businesses;

c) Translate business requirements into systems design and specifications;

d) Analyze and recommend alternatives and options for solutions;

e) Develop technical specifications for systems development, design and implementation; and

f) Conduct knowledge transfer and coaching of the team members.



A.8 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ActiveX

ADS

ASP

BPWin

C++

CICS

Cold Fusion

CORBA

Crystal Reports

Delphi

EbXML

ERWin

HML

HTML

IBM DB2

IDMS

Impromptu

IMS



		Informix

Ingres

J2EE

Java

JavaScript

JDBC

JSP

MIL-STD-498

MS Access

MS SQL

.NET

Netron/CAP

ODBC

OLAP

Oracle

Oracle CASE

Oracle Financials

Perl

PHP

		PL/SQL

PowerBuilder

Rational Rose

RPG

SAP

SQL Server

SQL *DBA

SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

TCP/IP

Unisys DBII

Unix

Visual Basic

Visual C++

XML





A.8 Deliverables



The System Analyst(s) Level 3 and Level 2 must submit deliverables to the Technical Authority.

The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Strategies and solutions;

c) Solution architectural documents;  

d) Technical documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.10 Test Coordinator, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 5 years of experience within the last 10 years as a Test Coordinator. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets the category tasks description in Annex A of the Statement of Work for this resource category.

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience planning, organizing and scheduling testing for IT systems including integration and specialized testing as well as, developing, scripting and executing automated test cases for 3 projects, each with a minimum duration of 6 months for a minimum of two 2 organizations within the last 5 years.

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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A.10 Tasks and Deliverables Level 2
A.10 Test Coordinator(s) – Level 2 



ESDC requires the services of ore Test Coordinator(s) Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).

A.10 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Test Coordinator(s) Level 2 tasks include but are not limited to the following: 

a) Provide advice, guidance and coordination efforts for test strategies and plans, selection of automated testing tools, and identification of resources required for testing;

b) Plan, organize, and schedule testing efforts for large systems, including the execution of systems integration tests, specialized tests, and user acceptance testing (for example, stress tests); and

c) Conduct knowledge transfer and coaching of the team members.



A.10 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ASP

C++

COBOL

CORBA

Delphi

EbXML

HML, XML, HTML

IBM DB2DMS



		IMS

Informix

Ingres

Java

MS SQL

Netron/CAP

Oracle PeopleSoft



		PHP

PowerBuilder

SAP

Sybase

Unisys DBII

Unix

Visual Basic







A.10 Deliverables



The Test Coordinator(s) Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Comprehensive test plans; 

c) Technical documents, presentations and other materials, as requested by the Technical Authority; and

d) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.11 Tester, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 5 years of experience within the last 10 years as a Tester.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience performing system testing including creation and implementation of test plans, test scripts and all associated testing documentation for 3 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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A.11 Tasks and Deliverables Level 2/3
A.11 Tester(s) – Level 3 and Level 2 



ESDC requires the services of Tester(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).

A.11 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Tester(s) for Level 3 and Level 2 tasks include but are not limited to the following:

a) Test planning and coordination;

b) Supervision of testing in accordance with the plan;

c) Management and monitoring of test plans for all levels of testing;

d) Management of walkthroughs and reviews related to testing and implementation readiness;

e) Status reporting;

f) Development of test scenarios and test scripts;

g) Establish and maintain source and object code libraries for a multi-platform, multi-operating system environment;

h) Establish software testing procedures for unit test, integration testing and regression testing with emphasis on automating the testing procedures;

i) Establishing and operating "interoperability" testing procedures to ensure that the interaction and co-existence of various software elements, which are proposed to be distributed on the common infrastructure, conform to appropriate departmental standards (e.g. For performance, compatibility, etc.) and have no unforeseen detrimental effects on the shared infrastructure; 

j) Establish a validation and verification capability which assumes functional and performance compliance; and

k) Conduct knowledge transfer and coaching of the team members.



A.11 Specialties 



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ASP

C++

COBOL

CORBA

Delphi

ID4L,XML or B6XML

IBM DB2DMS

IMS

Informix



		Ingres

Java

MS SQL

Netroo/CAP

Oracle PeopleSoft

Oracle Fushion Middleware 

Parasoft

PHP 



		PowerBuilder

SAP

Sybase

UAT

Unisys DBII

Unix

Visual Basic

WCAG









A.11 Deliverables



The Tester(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following:

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Automated or manual test cases;

c) Test plans and summary reports;

d) Installation and/or configuration guides; 

e) Technical documents, presentations and other materials, as requested by the Technical Authority; and

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		
A.11 Tester, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 10 years of experience within the last 15 years as a Tester. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience performing system testing including creation and implementation of test plans, test scripts and all associated testing documentation for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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A.11 Tasks and Deliverables Level 2/3
A.11 Tester(s) – Level 3 and Level 2 



ESDC requires the services of Tester(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).

A.11 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Tester(s) for Level 3 and Level 2 tasks include but are not limited to the following:

a) Test planning and coordination;

b) Supervision of testing in accordance with the plan;

c) Management and monitoring of test plans for all levels of testing;

d) Management of walkthroughs and reviews related to testing and implementation readiness;

e) Status reporting;

f) Development of test scenarios and test scripts;

g) Establish and maintain source and object code libraries for a multi-platform, multi-operating system environment;

h) Establish software testing procedures for unit test, integration testing and regression testing with emphasis on automating the testing procedures;

i) Establishing and operating "interoperability" testing procedures to ensure that the interaction and co-existence of various software elements, which are proposed to be distributed on the common infrastructure, conform to appropriate departmental standards (e.g. For performance, compatibility, etc.) and have no unforeseen detrimental effects on the shared infrastructure; 

j) Establish a validation and verification capability which assumes functional and performance compliance; and

k) Conduct knowledge transfer and coaching of the team members.



A.11 Specialties 



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ASP

C++

COBOL

CORBA

Delphi

ID4L,XML or B6XML

IBM DB2DMS

IMS

Informix



		Ingres

Java

MS SQL

Netroo/CAP

Oracle PeopleSoft

Oracle Fushion Middleware 

Parasoft

PHP 



		PowerBuilder

SAP

Sybase

UAT

Unisys DBII

Unix

Visual Basic

WCAG









A.11 Deliverables



The Tester(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following:

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Automated or manual test cases;

c) Test plans and summary reports;

d) Installation and/or configuration guides; 

e) Technical documents, presentations and other materials, as requested by the Technical Authority; and

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.16 Web Multi-media Content Consultant, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Web-Multi-media Consultant.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience in multi-media design and development, for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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A.16 Tasks and Deliverables Level 3
A.16 Web-Multi-media Consultant(s) – Level 3 

ESDC requires the services of Web Multi-media Content Consultant(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA).

A.16 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Web Multi-media Content Consultant(s) Level 3 tasks include but are not limited to the following:

a) Create web pages including multi-media design;

b) Develop and implement usability tests, analyze results and modify design accordingly;

c) Develop flowcharts (web site flow maps) depicting navigation and basic content;

d) Develop line drawings or block diagrams illustrating the priority of information, links, navigation and space requirements;

e) Develop content diagrams showing the interactive connection between web pages;  

f) Develop interactive prototypes showing basic form and functionality used for both usability testing and presentations; and

g) Conduct knowledge transfer and coaching of the team members.



A.16 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		Active X

EbXML

HML



		HTML

Java

JavaScript

		.Net

Perl

XML





A.16 Deliverables



The Web Multi-media Content Consultant(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Web strategy and web plan; 

c) UX design roadmaps;

d) Technical documents, presentations and other materials, as requested by the Technical Authority; 

e) UX design thought leadership workshops for management; and 

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.



		I.2 Database Administrator, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Database Administrator. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing, implementing administering (including monitoring, backup and recovery) databases for 5 projects, with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.2 Tasks and Deliverables Level 3
I.2 Database Administrator(s) – Level 3 

ESDC requires the services of Database Administrator(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.2 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Database Administrator(s) Level 3 tasks include but are not limited to the following: 

a) Customize database conversion routines;

b) Finalize Conversion Strategy;

c) Generate new database with the client;

d) Maintain data dictionaries;

e) Develop and implement procedures that will ensure the accuracy, completeness, and timeliness of data stored in the database;

f) Develop and implement security procedures for the database, including access and user account management;

g) Advise programmers, analysts, and users about the efficient use of data;

h) Maintain configuration control of the database;

i) Perform and/or coordinate updates to the database design;

j) Control and coordinate changes to the database, including the deletion of records, changes to the existing records and additions to the database;  

k) Develop and coordinate back-up, disaster recovery and virus protection procedures; and

l) Conduct knowledge transfer and coaching of the team members.



I.2 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		BPWin

ERwin Data Modeler (ERWin)

IBM DB2

Integrated Database Management System (IDMS)

Informix

Ingres

MS Access



		MS SQL

Oracle

Oracle CASE

Oracle Financials

Silverrun

SQL Server

SQL*DBA

		SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

Unisys DBII 





I.2 Deliverables

The Database Administrator(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.  

c) Implementation plan; 

d) Procedures for the security, retention and disposition and restore of documents and records that exist on databases and directory structures; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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[bookmark: _Toc11274092]RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

[bookmark: _Toc11274093]INFORMATION MANAGEMENT/INFORMATION TECHNOLOGY (IM/IT) SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.3 Database Analyst/Information Management Administrator, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Database Analyst/Information Management Administrator.   

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Bidder must demonstrate that the proposed resource has experience gathering, analyzing and documenting data requirements to be utilized in the development of process, function and data models for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.3 Tasks and Deliverables Level 3
I.3 Database Analyst/Information Management Administrator(s) – Level 3 

ESDC requires the services of Database Analyst/Information Management Administrator(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.3 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Database Analyst/Information Management Administrator(s) Level 3 tasks include but are not limited to the following: 

a) Define new database structures;

b) Define data conversion strategy;

c) Define database conversion specifications;

d) Finalize Conversion Strategy;

e) Work very closely with the users in order to maintain and safeguard the database;

f) Identify requirements for improvements to existing databases by determining users' information requirements and system performance and functional requirements;

g) Develop and implement procedures that will ensure the accuracy, completeness, and timeliness of data stored in the database;

h) Mediates and resolves conflicts among users' needs for data; 

i) Advise programmers, analysts, and users about the efficient use of data; and

j) Conduct knowledge transfer and coaching of the team members.

I.3 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		BPWin

ERwin Data Modeler (ERWin)

IBM DB2

Integrated Database Management System (IDMS)

Informix

Ingres

MS Access



		MS SQL

Oracle

Oracle CASE

Oracle Financials

Silverrun

SQL Server

SQL*DBA

		SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

Unisys DBII 





I.3 Deliverables

The Database Analyst/Information Management Administrator(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Develop data models; 

d) Develop and/or upgrade and migration plans, checklists and other supporting documentation;

e) Conduct investigative analysis and problem solving for database applications

f) Technical documents, presentations and other materials, as requested by the Technical Authority; and

g) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.4 Database Modeller/Information Management Modeller, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Database Modeller/Information Management Modeller.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Bidder must demonstrate that the proposed resource has experience analyzing, designing, developing and implementing logical, physical and conceptual data models for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.4 Tasks and Deliverables Level 3
[bookmark: _Hlk31879374]I.4 Database Modeller/Information Management Modeller(s) – Level 3

ESDC requires the services of Database Modeller/Information Management Modeller(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.4 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Database Modeller/Information Management Modeller(s) Level 3 tasks include but are not limited to the following: 

a) [bookmark: _Hlk31879393]The Database Modeller/Information Management Modeller has both strategic and tactical responsibility for developing and maintaining the Architecture and Data Models for corporate and project specific initiatives. This responsibility includes the identification of data most valuable to the department, the integration of this data, and the development of core relating data models. The resulting data models will be based on data architecture and modeling design principles and tenets;

b) Design, develop and maintain Logical Data Models;

c) Analyze proposed changes to databases from the context of the Logical Data Model;

d) Provide technical expertise in the use and optimization of data modeling techniques to team members;

e) Provide technical assistance, guidance and direction in terms of data analysis and modeling to team members;

f) Provide assistance to project team and business users relating to data issues and data analysis concepts;

g) Participate in the development of data modeling and metadata policies and procedures;

h) Participate in data analysis as a result of new/updated requirements;

i) Apply approved changes to logical data models;

j) Comply with corporate data architectures, strategies and frameworks, including enterprise data warehouse activities;

k) Analyze and evaluate alternative data architecture solutions to meet business; problems/requirements to be incorporated into the corporate data architecture;

l) Review corporate architecture strategies and directions, data requirements, and business information needs and devise data structures to support them;

m) Improve modeling efficiency through recommendations on how to better utilize current metadata repositories;

n) Comply with corporate repository metadata directions;

o) Provide input to refinement of data architectures;

p) Participate in data architecture refinement;

q) Define access strategies; 

r) Construct, monitor and report on work plans and schedules; and

s) Conduct knowledge transfer and coaching of the team members.

I.4 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		BPWin

ERwin Data Modeler (ERWin)

IBM DB2

Integrated Database Management System (IDMS)

Informix

Ingres

MS Access



		MS SQL

Oracle

Oracle CASE

Oracle Financials

Silverrun

SQL Server

SQL*DBA

		SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

Unisys DBII 





I.4 Deliverables

The Database Modeller/Information Management Modeller(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Dimensional conceptual, logical and physical data models along with corresponding metadata;

d) Conversion Strategy; 

e) Architecture Solution Design & Information Architecture documents; 

f) Technical documents, presentations and other materials, as requested by the Technical Authority; and

g) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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[bookmark: _Toc11274092]RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

[bookmark: _Toc11274093]INFORMATION MANAGEMENT/INFORMATION TECHNOLOGY (IM/IT) SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.5 Information Management Architect, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 5 years of experience within the last 10 years as an Information Management Architect.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience with IM/IT projects valued at $500,000 minimum, analysing existing capabilities and requirements, developing frameworks and architectures and making recommendations for improved capability and integration for 3 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.5 Tasks and Deliverables Level 2/3
I.5 Information Management Architect(s) - Level 3 and Level 2

ESDC requires the services of Information Management Architect(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.5 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Management Architect(s) Level 3 and Level 2 tasks include but are not limited to the following: 

a) Analyze existing capabilities and requirements, develop redesigned frameworks and recommend areas for improved capability and integration; 

b) Develop and document detailed statements of requirements;

c) Evaluate existing procedures and methods, identify and document database content, structure, and application subsystems, and develop data dictionary;

d) Define and document interfaces of manual to automated operations within application subsystems, to external systems, and between new and existing systems;

e) Prototype potential solutions, provide trade-off information and suggest recommended courses of action;

f) Perform information modelling in support of BPR implementation;

g) Perform cost/benefit analysis of implementing new processes and solutions;

h) Provide advice in developing and integrating process and information models between business processes to eliminate information and process redundancies; 

i) Provide advice in defining new requirements and opportunities for applying efficient and effective solutions; identify and provide preliminary costs of potential options; and

j) Conduct knowledge transfer and coaching of the team members.

I.5 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		BPWin

ERwin Data Modeler (ERWin)

IBM DB2

Integrated Database Management System (IDMS)

Informix

Ingres

MS Access

		MS SQL

Oracle

Oracle CASE

Oracle Financials

Silverrun

SQL Server

SQL*DBA

		SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

Unisys DBII 





I.5 Deliverables

The Information Management Architect(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Prototypes;

d) IM solutions; 

e) System documentation (procedures, build books, etc.);

f) Architectural design documents;  

g) Technical documents, presentations and other materials, as requested by the Technical Authority; and

h) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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[bookmark: _Toc11274092]RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

[bookmark: _Toc11274093]INFORMATION MANAGEMENT/INFORMATION TECHNOLOGY (IM/IT) SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.5 Information Management Architect, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Information Management Architect.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience with IM/IT projects valued at $1 Million minimum analysing existing capabilities and requirements, developing frameworks and architectures and making recommendations for improved capability and integration for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.

		

		








I.5 Tasks and Deliverables Level 2/3
I.5 Information Management Architect(s) - Level 3 and Level 2

ESDC requires the services of Information Management Architect(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.5 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Management Architect(s) Level 3 and Level 2 tasks include but are not limited to the following: 

a) Analyze existing capabilities and requirements, develop redesigned frameworks and recommend areas for improved capability and integration; 

b) Develop and document detailed statements of requirements;

c) Evaluate existing procedures and methods, identify and document database content, structure, and application subsystems, and develop data dictionary;

d) Define and document interfaces of manual to automated operations within application subsystems, to external systems, and between new and existing systems;

e) Prototype potential solutions, provide trade-off information and suggest recommended courses of action;

f) Perform information modelling in support of BPR implementation;

g) Perform cost/benefit analysis of implementing new processes and solutions;

h) Provide advice in developing and integrating process and information models between business processes to eliminate information and process redundancies; 

i) Provide advice in defining new requirements and opportunities for applying efficient and effective solutions; identify and provide preliminary costs of potential options; and

j) Conduct knowledge transfer and coaching of the team members.

I.5 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		BPWin

ERwin Data Modeler (ERWin)

IBM DB2

Integrated Database Management System (IDMS)

Informix

Ingres

MS Access

		MS SQL

Oracle

Oracle CASE

Oracle Financials

Silverrun

SQL Server

SQL*DBA

		SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

Unisys DBII 





I.5 Deliverables

The Information Management Architect(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Prototypes;

d) IM solutions; 

e) System documentation (procedures, build books, etc.);

f) Architectural design documents;  

g) Technical documents, presentations and other materials, as requested by the Technical Authority; and

h) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.6 Network Analyst, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 5 years of experience within the last 10 years as a Network Analyst.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience implementing, optimizing, configuring, supporting and maintaining networks for 3 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.6 Tasks and Deliverables Level 2
I.6 Network Analyst(s) – Level 2

ESDC requires the services of Network Analyst(s) Level 2 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.6 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Network Analyst(s) Level 2 tasks include but are not limited to the following: 

a) Prepare implementation plans for particular technologies;

b) Install and monitor particular facets of technology;

c) Configure and optimize technical installations;

d) Troubleshoots and responds to user problems;

e) Maintain up to date knowledge of particular technologies and products supporting that technology; and

f) Conduct knowledge transfer and coaching of the team members.

I.6 Deliverables

The Network Analyst(s) Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) [bookmark: _Hlk33797455]A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Implementation plans; 

d) Technology installations;  

e) Technical documents, presentations and other materials, as requested by the Technical Authority; and

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.7 Platform Analyst, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Platform Analyst in an IM/IT environment. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience working with IT infrastructure projects installing and configuring platform software applications for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.7 Tasks and Deliverables Level 3
I.7 Platform Analyst(s) - Level 3

ESDC requires the services of Platform Analyst(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.7 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Platform Analyst(s) Level 3 tasks include but are not limited to the following: 

a) Develop and document detailed statement of requirements for the proposed platform;

b) Analyze functional requirements to identify information, procedures and decision flows;

c) Evaluate existing procedures and methods, identify and documents database content, structure, and application sub-systems, and develop data dictionary;

d) Define and document interfaces of manual to automated operations within sub-systems, to external systems and between new and existing systems;

e) Define input/output sources, including detailed plan for technical design phase, and obtain approval for system proposals;

f) Design and document in detail all system components, interfaces and operational environment;

g) Design data structures and files, sub-systems and modules, programs, batch, on line, and production monitoring procedures, testing strategy and systems;

h) Document system design, concepts and facilities, present and obtain approval of detailed system designs; 

i) Produce operational systems including all forms, manuals, programs, data files and procedures; and

j) Conduct knowledge transfer and coaching of the team members.

I.7 Deliverables

The Platform Analyst(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following:

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Evaluations and option analysis;

d) Reference and target architectures;

e) Infrastructure requirements; 

f) Detailed statement of requirements for proposed platform(s); 

g) High availability strategies; 

h) Release strategy and plan; 

i) Build book documentation for infrastructures and platforms;

j) Run books documentation that define day to day operations, support and maintenance;     

k) Technical documents including specifications and standards, best practices, system design, concepts, and presentations and other materials, as requested by the Technical Authority; and

l) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.8 Storage Architect, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Storage Architect in an IM/IT environment. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience designing and implementing storage infrastructure which includes capacity planning and management and data integrity and availability for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.8 Tasks and Deliverables Level 3
I.8 Storage Architect(s) - Level 3

ESDC requires the services of Storage Architect(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.8 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Storage Architect(s) Level 3 tasks include but are not limited to the following: 

a) Develop, analyze, design, and implement the organization's storage infrastructure/architecture to ensure high levels of data quality and availability;

b) Develop capacity planning, backup and restore procedures for storage capabilities;

c) Develop or assist in development of data disaster recovery plans, as they relate to storage capabilities and continuity; 

d) Develop, implement, and oversee policies and procedures to ensure consistent and seamless storage continuity and capabilities; and

e) Conduct knowledge transfer and coaching of the team members.

I.8 Deliverables

The Storage Architect(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following:

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Planning, installation and configuration of storage solutions;   

d) Capacity planning and management; 

e) Execution of migrations;

f) Technical documents, disaster recovery plans, presentations and other materials, as requested by the Technical Authority; and

g) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.9 System Administrator, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a System Administrator in an IM/IT environment. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience implementing and managing system, server and software deployments and upgrades for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.9 Tasks and Deliverables Level 3
I.9 System Administrator(s) - Level 3

ESDC requires the services of System Administrators(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.9 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the System Administrator(s) Level 3 tasks include but are not limited to the following: 

a) Install, monitor, upgrade and maintain operating systems;

b) Install, monitor, upgrade and maintain hardware and software;

c) Work with Business Analysts, Project Managers, Developers, and clients/stakeholders to maintain and improve software performance;

d) Apply problem solving skills to troubleshoot and resolve technical problems; 

e) Ensure timely and reliable system administration procedures, such as backup and/or recovery; 

f) Analyze system performance and recommend improvements; and

g) Conduct knowledge transfer and coaching of the team members.

I.9 Deliverables

The System Administrator(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following:

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Implementation plans; 

d) Technology installations;  

e) DevOps – configure and provision application releases and automate  deployments;

f) Manage server/storage deployments and implement upgrades

g) Develop, maintain and ensure adherence to IT policies and standard operating procedures (SOPs) for system use; 

h) Technical documents which include high level design, detailed design, user guides, system analysis, build documents, configuration item document,  presentations and other materials, as requested by the Technical Authority; and

i) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.10 Technical Architect, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 5 years of experience within the last 10 years as a Technical Architect. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing technical architectures with options and alternatives, including GAP analysis with a project dollar value of $500,000 minimum, for 3 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.10 Tasks and Deliverables Level 2/3
I.10 Technical Architect(s) - Level 3 and Level 2 

ESDC requires the services of Technical Architect(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.10 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Technical Architect(s) Level 3 and Level 2 tasks include but are not limited to the following: 

a) Develop technical architectures, frameworks and strategies, either for an organization or for a major application area, to meet the business and application requirements;

b) Identify policies and requirements that drive out a particular solution;

c) Analyze and evaluate alternative technology solutions to meet business problems;

d) Ensure the integration of all aspects of technology solutions;

e) Evaluate hardware and software relative to their ability to support specified requirements and, by determining potential and actual bottlenecks, and improve system performance through recommended hardware changes;

f) Review computer software systems and data requirements as well as communication and response needs and determine operating systems and languages needed to support them; and

g) Conduct knowledge transfer and coaching of the team members.

I.10 Deliverables

The Technical Architect(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Technical architectures, frameworks and strategies;   

d) Presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		I.10 Technical Architect, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Technical Architect.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience with developing technical architectures with options and alternatives, including GAP analysis with a project dollar value of $1 Million minimum for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.

		

		








I.10 Tasks and Deliverables Level 2/3
I.10 Technical Architect(s) - Level 3 and Level 2 

ESDC requires the services of Technical Architect(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.10 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Technical Architect(s) Level 3 and Level 2 tasks include but are not limited to the following: 

a) Develop technical architectures, frameworks and strategies, either for an organization or for a major application area, to meet the business and application requirements;

b) Identify policies and requirements that drive out a particular solution;

c) Analyze and evaluate alternative technology solutions to meet business problems;

d) Ensure the integration of all aspects of technology solutions;

e) Evaluate hardware and software relative to their ability to support specified requirements and, by determining potential and actual bottlenecks, and improve system performance through recommended hardware changes;

f) Review computer software systems and data requirements as well as communication and response needs and determine operating systems and languages needed to support them; and

g) Conduct knowledge transfer and coaching of the team members.

I.10 Deliverables

The Technical Architect(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Technical architectures, frameworks and strategies;   

d) Presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.
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MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Technology Architect.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing and integrating architectural solutions while ensuring the integration of all aspects and adherence to standards for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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I.11 Tasks and Deliverables Level 3
I.11 Technology Architect(s) - Level 3 

ESDC requires the services of Technology Architect(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

I.11 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Technology Architect(s) Level 3 tasks include but are not limited to the following: 

a) Develop technical architectures, frameworks and strategies, either for an organization or for a major application area, to meet the business and application requirements;

b) Identify the policies and requirements that drive out a particular solution;

c) Analyze and evaluate alternative technology solutions to meet business problems

d) Ensures the integration of all aspects of technology solutions;

e) Monitor industry trends to ensure that solutions fit with government and industry directions for technology;

f) Provide information, direction and support for emerging technologies;

g) Perform impact analysis of technology changes;

h) Provide support to applications and/or technical support teams in the proper application of existing infrastructure;

i) Review application and program design or technical infrastructure design to ensure adherence to standards and to recommend performance improvements; and

j) Conduct knowledge transfer and coaching of the team members.



I.11 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		Hardware

Host System Software



		Software

Storage

		Network





I.11 Deliverables

The Technology Architect(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Architecture requirements specification; 

d) Systems architecture roadmaps; 

e) Technical documents, presentations and other materials, as requested by the Technical Authority; and

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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Protected B when completed

IITB CAPACITY ON DEMAND

Draft Task Authorization Form

   Please note that all fields are mandatory

Last Update: 12/2020



		Desired Contractor:





		Date:      





		ESDC Internal Order #:

(Completed by COD Triage Team)



		Task Authorization #:

(If request for amendment)



		Project Name:





		Branch Name: 





		

Will this support a stage-gated project requiring an IMP procurement plan?

Yes ☐	No ☐

If yes, please  specify:



IMP project #:



Which stage of work is this for #:



2☐	3☐	4☐                   5☐





		Background

(Expand the box to add more text)















		Tasks

The consultant  will complete the following tasks to the satisfaction  of the Project Authority

(Expand the box to add more text)













		Deliverables

The Contractor  will submit the following  deliverables to the satisfaction  of the Project Authority

(Expand the box to add more text)













		Location of Work:





		Working on site full time?

Yes ☐                                            No☐





		
Amendment





		
Is this is an amendment to an existing contract?

Yes ☐                                            No☐





		
Task Authorization #:







		

Justification:













		

New Deliverables (If applicable)

What should the department expect to receive with the additional funding?













		Number of days added:

		Financial Increase($):





		Project Authority	



The Project Authority is responsible for all matters concerning the technical content of the work under this Task Authorization (TA). Any proposed changes to the scope of work are to be discussed with the Project Authority, but any resulting change is only effective and enforceable if a written TA Amendment is issued by the Contracting Authority.



Please print or type

Name of Project Authority: 



Telephone Number:



Signature: __________________________________________________ 



Date:      







		Initial Period of Services 



		Start Date: Click here to enter a date.

		End Date: Click here to enter a date.



		Amended Period of Services



		Start Date: Click here to enter a date.

		End Date: Click here to enter a date.



		Travel Requirements



		Yes ☐	  No ☐	                 Specify :



		[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Security Clearance Required



Reliability Status ☐             Secret ☐             Top Secret ☐             Other ☐





		Language Profile Required



Bilingual ☐             English Only ☐             French Only ☐             Other ☐







		

Category (Level)



		Per Diem

		# Days

		Cost



		



		

		

		



		



		

		

		



		



		

		

		



		



		

		

		



		

Total

		



		

Travel and Living Costs

		



		

Grand Total

		





		Selected Contractor :



		Approved By:



		Date:













For Administrative Use Only:







		Page 2 of 2
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APPENDIX D TO ANNEX A

CERTIFICATIONS AT THE TA STAGE



The following Certifications are to be used, as applicable.  If they apply, they must be signed and attached to the Contractor's quotation when it is submitted to Canada.



1. CERTIFICATION OF EDUCATION AND EXPERIENCE

The Contractor certifies that all the information provided in the résumés and supporting material  proposed for completing the subject work, particularly the information pertaining to education, achievements, experience and work history, has been verified by the Contractor to be true and accurate.  Furthermore, the Contractor warrants that every individual proposed by the Contractor for the requirement is capable of performing the Work described in the Task Authorization.   



________________________________________		____________________

Print name of authorized individual & sign above	  		Date



2. CERTIFICATION OF AVAILABILITY OF PERSONNEL 

The Contractor certifies that, should it be authorized to provide services under this Task Authorization,  the persons proposed in the quotation will be available to commence performance of the work within a reasonable time from the date of issuance of the valid Task Authorization, or within the time specified in the TA Form, and will remain available to perform the work in relation to the fulfillment of the requirement. 



________________________________________		____________________

Print name of authorized individual & sign above	  		Date



3. CERTIFICATION OF STATUS OF PERSONNEL

If the Contractor has proposed any individual  who is not an employee of the Contractor, the Contractor certifies that it has permission from that individual to propose his/her services in relation to the Work to be performed under this TA  and to submit his/her résumé to Canada. At any time during the Contract Period the Contractor must, upon request from the Contracting Authority, provide the written confirmation, signed by the individual, of the permission that was given to the Contractor of his/her availability.  Failure to comply with the request may result in a default under the Contract in accordance with the General Conditions.  



________________________________________		___________________

Print name of authorized individual & sign above			Date



4. CERTIFICATION OF LANGUAGE

The Contractor certifies that the proposed resource(s) in response to this draft Task Authorization is/are

_____ fluent in English. The individual(s) proposed must be able to communicate orally and in writing in English without any assistance and with minimal errors



_____________________________________ 			_________________

Print name of authorized individual & sign above		  	Date	
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.1 Strategic Information Technology Security Planning and Protection Consultant, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Strategic Information Technology Security Planning and Protection Consultant. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience conducting analysis of the organization’s security practices and providing IT Security strategic planning for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		[bookmark: _Hlk26726287]The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.1 Tasks and Deliverables Level 3
C.1 Strategic Information Technology Security Planning and Protection Consultant(s) – Level 3 

ESDC requires the services of Strategic Information Technology Security Planning and Protection Consultant(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.1.1 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Strategic Information Technology Security Planning and Protection Consultant(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze, and/or apply the Information Technology (IT) Security Policies, Procedures and Guidelines of International government, Federal, Provincial or Territorial government;

b) Review, analyze, and apply the best practices, national or international computer law and ethics, IT Security architecture, and IT Security Risk Management Methodology;

c) Develop vision papers delineating the way ahead to ensure that IT Security and cyber protection are business enablers;

d) Conduct business function analysis and business impact assessments;

e) Brief senior managers;

f) Provide strategic assessments on technology trends and emerging technologies;

g) Provide IT Security strategic planning and advice;

h) Conduct feasibility studies, technology assessments and cost-benefit analyses, and propose system implementation plans for IT Security;

i) Develop advanced R&D policy/strategy;

j) Collect, collate and prioritize client IT Security and Information Infrastructure Protection requirements;

k) Evaluate and assist in the selection of enterprise-wide technology tools;

l) Review and prioritize IT Security and Information Infrastructure Protection programs;

m) Develop strategic IT Security architecture vision, strategies and designs using the Business; Transformation Enablement Program (BTEP) methodology and the Government Strategic Reference Model (GSRM);

n) Develop IT Security programs and service designs using the following GSRM models: Program Logic Model, Program and Service Alignment Model, Service Integration and Accountability; Model, State Transition Model, Information Model and Performance Model;

o) Develop and deliver training material relevant to the resource category; and

p) Conduct knowledge transfer and coaching of the team members.

C.1.2 Deliverables

The Strategic Information Technology Security Planning and Protection Consultant(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) IT security strategies, plans and roadmaps;

d) IT security programs; 

e) Technical documents, presentations and other materials, as requested by the Technical Authority; and

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.2 Information Technology Security Methodology, Policy and Procedures Analyst, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Information Technology Security Methodology, Policy and Procedures Analyst.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience conducting analysis of the organization’s IT Security and Risk Management methodologies and practices and developing IT Security standards, procedures and guidelines for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.2 Tasks and Deliverables Level 3
C.2 Information Technology Security Methodology, Policy and Procedures Analyst(s) – Level 3 

ESDC requires the services of Information Technology Security Methodology, Policy and Procedures Analyst(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.2.1 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Technology Security Methodology, Policy and Procedures Analyst(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze, and/or apply Federal, Provincial or Territorial Government IT Security methodologies, programs, policies, procedures, standards, guidelines, and IT Security Risk Management methodologies;

b) Develop IT Security standards, procedures and guidelines pursuant to the requirements of The National Security Policy, Policy on Government Security, supporting operational standards (for example, MITS), departmental/agency security policy, and other relevant standards, procedures and guidelines;

c) Develop IT Security policy in the areas of IT security and assurance, standard Certification & Accreditation frameworks for IT systems, information infrastructure protection, product evaluation, privacy, Business Continuity Planning, contingency planning and Disaster Response Planning, Research & Development;

d) Develop IT Security risk assessment methodologies for application to ESDC;

e) Develop and deliver training material relevant to the resource category; and

f) Conduct knowledge transfer and coaching of the team members.

C.2.2 Deliverables

The Information Technology Security Methodology, Policy and Procedures Analyst(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Security methodologies, standards and policies; 

d) Technical documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.3 Information Technology Security Threat and Risk Assessment (TRA) and Certification and Accreditation Analyst (CAA), Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Information Technology Security Threat and Risk Assessment (TRA) and Certification and Accreditation Analyst (CAA).

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience delivering threat and risk assessments in accordance with established security standards and delivering related reports and documentation including but not limited to Concepts of Operations, Statement of Sensitivity and Threat Assessments for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.3 Tasks and Deliverables Level 3
C.3 Information Technology Security Threat and Risk Assessment (TRA) and Certification and Accreditation Analysts (CAA(s)) – Level 3 

ESDC requires the services of Information Technology Security TRA and CAA(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.3.1 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Technology Security TRA and CAA(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze, and/or apply Federal, Provincial or Territorial IT Security policies, System IT Security Certification & Accreditation processes, IT Security products, safeguards and best practices, and the IT Security risk mitigation strategies;

b) Identify threats to, and vulnerabilities of operating systems (such as MS, Unix, Linux, and Novell), and wireless architectures;

c) Identify personnel, technical, physical, and procedural threats to and vulnerabilities of Federal, Provincial or Territorial IT systems;

d) Develop reports such as: Data security analysis, Concepts of operation, Statements of Sensitivity (SoSs), Threat assessments, Privacy Impact Assessments (PIAs), Non-technical Vulnerability Assessments, Risk assessments, IT Security threat, vulnerability and/or risk briefings;

e) Conduct Certification activities such as: Develop Security Certification Plans, Verify that security safeguards meet the applicable policies and standards, Validate the security requirements by mapping the system-specific security policy to the functional security requirements, and mapping the security requirements through the various stages of design documents, Verify that security safeguards have been implemented correctly and that assurance requirement have been met. This includes confirming that the system has been properly configured, and establishing that the safeguards meet applicable standards, Conduct security testing and evaluation (ST&E) to determine if the technical safeguards are functioning correctly, Assess the residual risk provided by the risk assessment to determine if it meets an acceptable level of risk;

f) Conduct Accreditation activities such as: Review of the certification results in the design review documentation by the Accreditation Authority to ensure that the system will operate with an acceptable level of risk and that it will comply with the departmental and system security policies and standards and identify the conditions under which a system is to operate (for approval purposes). This may include the following types of approvals:

(i) Developmental approval by both the Operational and the Accreditation Authorities to proceed to the next stage in an IT system's life cycle development if sensitive information is to be handled by the system during development;

(ii) Operational written approval for the implemented IT system to operate and process sensitive information if the risk of operating the system is deemed acceptable, and if the system is in compliance with applicable security policies and standards;

(iii) Interim approval—a temporary written approval to process sensitive information under a set of extenuating circumstances where the risk is not yet acceptable, but there is an operational necessity for the system under development.

g) Develop and deliver training material relevant to the resource category; and

h) Conduct knowledge transfer and coaching of the team members.

C.3.2 Deliverables

The Information Technology Security TRA and CAA(s) Level 3 must submit deliverables to the Technical Authority.  The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Security Assessments;

d) Risk management documents;  

e) Technical documents, presentations and other materials, as requested by the Technical Authority; and

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.




image15.emf
APPENDIX C TO  ANNEX A C.4


APPENDIX C TO ANNEX A C.4
[bookmark: _Toc11274091]APPENDIX C TO ANNEX A

[bookmark: _Toc11274092]RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

[bookmark: _Toc11274093]CYBER PROTECTION SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.4 Information Technology Security Product Evaluation Specialist, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Information Technology Security Product Evaluation Specialist.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience conducting product evaluations in support of the organization’s IT Security and Cyber Protection programs for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.4 Tasks and Deliverables Level 3
C.4 Information Technology Security Product Evaluation Specialist(s) – Level 3 

ESDC requires the services of Information Technology Security Product Evaluation Specialist(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.4.1 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Technology Security Product Evaluation Specialist(s) Level 3 tasks  include but are not limited to the following:

a) Review, analyze, and/ or apply the:

(i) Canadian Common Criteria Evaluation and Certification Scheme, or, any evaluation scheme recognized under the Common Criteria Recognition Arrangement;

(ii) Product evaluation methodologies, standards and best practices;

(iii) IT software and hardware security products;

(iv) Operating Systems such as MS, Unix, Linux, and Novell;

(v) IT Security architectures including wireless;

(vi) TCP/IP;

(vii) Cryptographic Algorithms;

(viii) FIPS 140 evaluation;

(ix) Product evaluation policies, procedures and guidelines;

(x) Product assessment methodologies, evaluations and reports;

b) Complete tasks directly supporting the departmental IT Security and Cyber Protection Program;

c) Develop and deliver training material relevant to the resource category; and

d) Conduct knowledge transfer and coaching of the team members.

C.4.2 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		TCP/IP

		FIPS 140





C.4.3 Deliverables

The Information Technology Security Product Evaluation Specialist(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Security Assessments;

d) Assessment and evaluation documentation;   

e) Technical documents and reports, presentations and other materials, as requested by the Technical Authority; and

f) [bookmark: _GoBack]Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.6 Information Technology Security Engineer, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Information Technology Security Engineer. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience providing review, analysis and Independent  Verification and Validation (IV&V) to IT Security related projects for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.6 Tasks and Deliverables Level 3
C.6 Information Technology Security Engineer(s) – Level 3 

ESDC requires the services of Information Technology Security Engineer(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.6.1 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Technology Security Engineer(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze and/or apply:

(i) Directory Standards such as X.400, X.500, and SMTP;

(ii) Operating Systems such as MS, Unix, Linux, and Novell;

(iii) Networking Protocols such as HTTP, FTP, and Telnet;

(iv) Secure IT architectures fundamentals, standards, communications and security protocols such as IPSec, IPv6, SSL, and SSH;

(v) IT Security protocols at all layers of the Open Systems Interconnection (OSI) and Transmission Control;

(vi) Protocol/Internet Protocol (TCP/IP) stacks;

(vii) Domain Name Services (DNS) and Network Time Protocols (NTP);

(viii) Network routers, multiplexers and switches;

(ix) Application, host and/or Network hardening and security best practices such as shell scripting, service identification, and access control;

(x) Intrusion detection/prevention systems, malicious code defence, file integrity, Enterprise Security Management and/or firewalls;

(xi) Wireless technology;

(xii) Cryptographic Algorithms;

b) Identify the technical threats to, and vulnerabilities of, networks;

c) Manage the IT Security configuration;

d) Analyze IT Security tools and techniques;

e) Analyze the security data and provide advisories and reports;

f) Analyze IT Security statistics;

g) Prepare technical reports such as IT Security Solutions option analysis and implementation plans

h) Provide Independent Verification and Validation (IV&V) support to IT Security related projects including:

(i) IT Security audits, including applicable reports, presentations and other documentation;

(ii) Review of contingency plans, Business Continuity Plans and Disaster Response Plans;

(iii) Design/development and conduct IT Security protocols tests and exercises;

(iv) Project oversight;

i) Develop and deliver training material relevant to the resource category; and

j) Conduct knowledge transfer and coaching of the team members.

C.6.2 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		SSL

HTTP

FTP

Telnet

S-MIME

		IPSec

SSH

X.400/X.500 (Directory Standards)

TCP/IP

		OSI

DNS

SMTP

NTP IBM

X.509 Certificate Protocols





C.6.3 Deliverables 

The Information Technology Security Engineer(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) IT Security Solutions option analysis; 

d) Implementation plans;

e) Audits;    

f) Technical documents and reports, presentations and other materials, as requested by the Technical Authority; and

g) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.7 Information Technology Security Design Specialist, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Information Technology Security Design Specialist. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience providing technical architecture, design and advice in the development of IT Security solutions and delivering related documentation including but not limited to requirements definition, option analysis, design strategies and implementation plans for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.7 Tasks and Deliverables Level 3
C.7 Information Technology Security Design Specialist(s) – Level 3 

ESDC requires the services of Information Technology Security Design Specialist(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.7.1 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Technology Security Design Specialist(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze, and/or apply: Architectural methods, frameworks, and models such as TOGAF, US government FEAP, Canadian government BTEP and GSRM, Zachman, UMM

b) Review, analyze, and/or apply a broad range of security technologies including multiple types of systems and applications architectures, and multiple hardware and software platforms, including:

(i) Directory Standards such as X.400, X.500, and SMTP;

(ii) Operating Systems such as MS, Unix, Linux, and Novell;

(iii) Networking Protocols (for example, HTTP, FTP, Telnet);

(iv) Network routers, multiplexers and switches;

(v) Domain Name Services (DNS) and Network Time Protocols (NTP);

c) Review, analyze, and/or apply Secure IT architectures, standards, communications, and security protocols such as IPSec, SSL, SSH, S-MIME, HTTPS;

d) Review, analyze, and/or apply IT Security protocols at all layers of the Open Systems Interconnection (OSI) and Transmission Control Protocol/Internet Protocol (TCP/IP) stacks;

e) Review, analyze, and/or apply the significance and implications of market and technology trends in order to apply them within architecture roadmaps and solution designs. (examples: web services security, incident management, identity management);

f) Review, analyze, and/or apply Best practices and standards related to the concept of network zoning and defence in-depth principles;

g) Review, analyze, and/or apply IT Security protocols at all layers of the Open Systems Interconnection (OSI) and Transmission Control Protocol/Internet Protocol (TCP/IP) stacks;

h) Analyze IT Security statistics, tools and techniques;

i) Analyze security data and provide advisories and reports;

j) Prepare technical reports such as requirement analysis, options analysis, technical architecture documents, mathematical risk modeling;

k) Brief senior managers;

l) Security architecture design and engineering support;

m) Conduct data security designation/classification studies;

n) Prepare tailored IT Security alerts and advisories from open and closed sources and complete tasks directly supporting the departmental IT Security and Cyber Protection Program;

o) Develop and deliver training material relevant to the resource category; and

p) Conduct knowledge transfer and coaching of the team members.

C.7.2 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		SSL

HTTP

HTTPS

FTP

Telnet



		IPSec

SSH

X.400/X.500 (Directory Standards)



		X.509 Certificate Protocols

TCP/IP

OSI

DNS

SMTP

NTP IMS





C.7.3 Deliverables

The Information Technology Security Design Specialist(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Security architectures; 

d) Technical documents and reports (requirement analysis, options analysis, technical architecture documents, mathematical risk modeling);

e) Presentations and other materials, as requested by the Technical Authority; and

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.9 Information Technology Security Systems Operator, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Information Technology Security Systems Operator.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience configuring IT Security management, operation systems and networks in support of the organization’s IT Security and Cyber Protection Program for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.9 Tasks and Deliverables Level 3
C.9 Information Technology Security Systems Operator(s) – Level 3 

ESDC requires the services of Information Technology Security Systems Operator(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.9 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Technology Security Systems Operator(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze and/or apply:

(i) Networking Protocols (HTTP, FTP, Telnet);

(ii) Internet security protocols (for example: SSL, S-HTTP, S-MIME, IPSec, SSH);

(iii) TCP/IP, UDP, DNS, SMTP;

(iv) Directory Standards such as X.400, X.500, and SMTP;

(v) Network routers, multiplexers and switches;

(vi) Network hardening (for example: shell scripting, service identification);

(vii) Wireless technology;

(viii) Technical threats to, and vulnerabilities of, networks;

(ix) Technical IT Security safeguards;

(x) IT software and hardware security products;

b) Configure operating systems such as MS, Unix, Linux and Novell;

c) Configure IT Security management;

d) Configure intrusion detection systems, firewalls and content checkers, extracting and analyzing reports and logs, and responding to security incidents;

e) Configure/update virus scanners;

f) Complete tasks directly supporting the departmental IT Security and Cyber Protection Program;

g) Develop and deliver training material relevant to the resource category; and

h) Conduct knowledge transfer and coaching of the team members.

[bookmark: _GoBack]C.9 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		SSL

S-HTTP

HTTP

FTP

Telnet



		S-MIME

IPSec

X.400/X.500 (Directory Standards)

X.509 Certificate Protocols



		TCP/IP

UDP

DNS

SMTP

SNTP





C.9 Deliverables 

The Information Technology Security Systems Operator(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Technical documents and reports, presentations and other materials, as requested by the Technical Authority; and

d) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.11 Information Technology Security Vulnerability Analysis Specialist, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Information Technology Security Vulnerability Analysis Specialist. 

 The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience reviewing, analyzing and identifying IT systems threats and vulnerabilities and delivering plans for mitigation and risk management for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.11 Tasks and Deliverables Level 3
C.11 Information Technology Security Vulnerability Analysis Specialist – Level 3

ESDC requires the services of Information Technology Vulnerability Analysis Specialist(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.11 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Information Technology Vulnerability Analysis Specialist(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze, and/or apply:

(i) Threat agents analysis tools and other emerging technologies including privacy enhancement, predictive analysis, VoIP, data visualization and fusion, wireless security devices, PBX and telephony firewall;

(ii) War dialers, password crackers;

(iii) Public Domain IT vulnerability advisory services;

(iv) Network scanners and vulnerability analysis tools such as SATAN, ISS, Portscan & NMap;

(v) Networking Protocols (HTTP, FTP, Telnet);

(vi) Internet security protocols such as SSL, S-HTTP, S-MIME, IPSec, SSH, TCP/IP, UDP, DNS, SMTP, SNMP;

(vii) Wireless Security;

(viii) Intrusion detection systems, firewalls and content checkers;

(ix) Host and network intrusion detection and prevention systems - Anti-virus management;

b) Identify threats to, and technical vulnerabilities of, networks;

c) Conduct on-site reviews and analysis of system security logs;

d) Collect, collate, analyze and disseminate public domain information related to networked computer threats and vulnerabilities, security incidents and incident responses;

e) Prepare and/or deliver IT Security threat, vulnerability and/or risk briefings;

f) Completed tasks directly supporting the departmental IT Security and Cyber Protection Program;

g) Develop and deliver training material relevant to the resource category; and

h) Conduct knowledge transfer and coaching of the team members.

C.11 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		SSL

S-HTTP

HTTP

FTP

Telnet



		S-MIME

IPSec

X.400/X.500 (Directory Standards)

X.509 Certificate Protocols



		TCP/IP

OSI

DNS

SMTP

SNTP





[bookmark: _GoBack]C.11 Deliverables

The Information Technology Vulnerability Analysis Specialist(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Technical documents and reports, presentations and other materials, as requested by the Technical Authority; and

d) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.12 Incident Management Specialist, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Incident Management Specialist.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience performing incident analysis of IT Security systems and environments and delivering incident prevention plans and  response plans for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.12 Tasks and Deliverables Level 3
C.12 Incident Management Specialist(s) – Level 3

ESDC requires the services of Incident Management Specialist(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.12 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Incident Management Specialist(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze, and/or apply:

(i) Network scanners and vulnerability analysis tools such as SATAN, ISS, Portscan & NMap;

(ii) Reporting and resolution procedures for IT Security incidents (for example DOS attacks) and International IT Security incident advisory services;

(iii) Networking Protocols such as HTTP, FTP, Telnet;

(iv) Internet security protocols such as SSL, S-HTTP, S-MIME, IPSec, SSH;

(v) TCP/IP, UDP, DNS, SMTP, SNMP;

(vi) Intrusion detection systems, firewalls, content checkers and antivirus software;

(vii) Network infrastructure components, such as multiplexers, routers/hubs, switches;

b) Provide incident analysis support, including:

(i) Response mechanisms;

(ii) Co-ordination of all prevention and response plans;

(iii) Emergency Operations Centre (EOC) activities;

(iv) Co-ordination with the national Integrated Threat Assessment Centre and Government Operations Centre;

(v) Participation in the Integrated National Security Framework and National Cyber Security Strategy;

c) Collect, collate, analyze and disseminate public domain information related to networked computer threats and vulnerabilities, security incidents and incident responses;

d) Conduct on-site reviews and analysis of system security logs;

e) Produce system activity reports, logs and incident analysis;

f) Assist in managing and running an incident response centre;

g) Complete tasks directly supporting the departmental IT Security and Cyber Protection Program;

h) Develop and deliver training material relevant to the resource category; and

i) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.



C.12 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		SSL

S-HTTP

HTTP

FTP

Telnet



		S-MIME

IPSec

X.400/X.500 (Directory Standards)

X.509 Certificate Protocols



		TCP/IP

OSI

DNS

SMTP

SNTP





C.12 Deliverables

The Incident Management Specialist(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Technical documents and reports, presentations and other materials, as requested by the Technical Authority; and

d) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.15 Computer Forensics Specialist, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Computer Forensics Specialist.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience conducting, analyzing and applying computer forensics in accordance with forensic policy, standards, procedures and guidelines for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.  

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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C.15 Tasks and Deliverables Level 3
C.15 Computer Forensics Specialist(s) – Level 3

ESDC requires the services of Computer Forensics Specialist(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.15 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Computer Forensics Specialist(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze, and/or apply:

(i) Forensic policy, standards, procedures and guidelines;

(ii) Network and computer forensics systems;

(iii) Secure laboratory operations;

(iv) Chain of custody of evidence;

(v) Computer Incident Investigative Planning and Conduct;

(vi) Courtroom presentations;

(vii) National or international computer law and ethics;

b) Draft investigative reports;

c) Complete tasks directly supporting the departmental IT Security and Cyber Protection Program;

d) Develop and deliver training material relevant to the resource category; and

e) Conduct knowledge transfer and coaching of the team members.

C.15 Deliverables 

The Computer Forensics Specialist(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Investigative reports;

d) Technical documents and reports, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6 - month period durations will be counted.

Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

		C.16 Privacy Impact Assessment Specialist, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years a Privacy Impact Assessment Specialist.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience conducting privacy impact assessments (PIAs) providing evidence of compliance, identifying risks and developing privacy risk management plans and mitigation strategies for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.

		

		





[bookmark: _GoBack]
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C.16 Tasks and Deliverables Level 3
C.16 Privacy Impact Assessment Specialist(s) – Level 3

ESDC requires the services of Privacy Impact Assessment Specialist(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA). 

C.16 Tasks

[bookmark: _Hlk25764203]The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Privacy Impact Assessment Specialist(s) Level 3 tasks include but are not limited to the following:

a) Review, analyze, and/or apply:

(i) Treasury Board Privacy Impact Assessment Policy and Guidelines;

(ii) Federal Privacy Act and Regulations;

(iii) Treasury Board Privacy and Data Protection Policy;

(iv) Personal Information Protection and Electronic Documents Act (PIPEDA);

(v) GC IT/IM policies and guidelines;

(vi) Government On-Line (GOL) initiatives;

(vii) Secure Channel Network including its technical and business processes and service offerings;

(viii) IT Security practices and principles;

(ix) IT Security technological solutions;

b) Conduct privacy impact assessments (PIAs) and preliminary privacy impact assessments (PPIAs) of projects and concepts, in accordance with the requirements of:

(i) Treasury Board Privacy Impact Assessment Policy;

(ii) Treasury Board Privacy Impact Assessment Policy Guidelines;

(iii) Other relevant standards, procedures and guidelines;

c) Analyze the flow of information using the PIA model provided by the client;

d) Conduct privacy analysis to provide evidence of compliance with privacy principles and to identify privacy risks;

e) Develop Privacy Risk Management Plans;

f) Develop recommendations as to possible privacy risk mitigation strategies;

g) Complete tasks directly supporting the departmental IT Security and Cyber Protection Program;

h) Develop and deliver training material relevant to the resource category; and

i) Conduct knowledge transfer and coaching of the team members.

C.16 Deliverables 

The Privacy Impact Assessment Specialist(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following:

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Privacy analysis, assessments and rick management plans;

d) Security programs;

e) Technical documents and reports, presentations and other materials, as requested by the Technical Authority; and

f) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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APPENDIX C TO ANNEX A P.2
APPENDIX C TO ANNEX A

RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

PROJECT MANAGEMENT SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response.

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two or more 3-month projects, if it is within the required timeframe. Only 3 - month period durations will be counted.

		P.2 Enterprise Architect, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Enterprise Architect or more than 5 years within the last 10 with a recognised professional certification.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description in Annex A of the Statement of Work for this resource category.

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing enterprise architectural solutions for 5 projects, each with a minimum duration of 3 months for a minimum of 2 organizations within the last 5 years.

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years. 
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P.2 Tasks and Deliverables Level 3
P.2 Enterprise Architect(s) – Level 3 



ESDC requires the services of Enterprise Architect(s) - Level 3 to advise, guide and support the ESDC program and service delivery areas in the development and delivery of methods, techniques, and models to align with the GC Enterprise Architecture.  

The Enterprise Architect(s) - Level 3 will work with stakeholders of all levels including the PMO, architecture teams, business analysts, developers and a range of other technical and non-technical partners and clients. 



The Enterprise Architect(s) - Level 3 will provide advice and recommendations on all matters associated with Enterprise Architecture and/or on specific architecture domains as identified with the tasks in the individual Task Authorization (TA). 

P.2 Tasks 

The individual Task Authorization (TA) will define the tasks to be completed. 

The Enterprise Architect(s) - Level 3 tasks include but are not limited to the following: 

a) Provide strategic enterprise architecture analysis; 

b) Evaluate the enterprise's business/Information and Communications Technology (ICT) architecture, determine its consistency and integration with the organization's business/ICT strategies, assess the degree of its alignment with Treasury Board CIO Business Transformation Enablement Program (BTEP) and Federated Architecture Program (FAP) and recommend changes to the business/ICT architecture to improve its alignment with these external factors;

c) Define architecture principles, frameworks and strategies for enterprise architecture that meet the business and technical requirements for the Department and Government of Canada (GC);

d) Integrate business architecture into the solution architecture artifacts for multiple projects and service transformation, using the organization’s templates;

e)  Conduct option analysis as part of the enterprise architecture (EA) assessments and provide IT architecture recommendations;

f) Identify future business/ICT requirements against the current enterprise architecture, perform gaps analyses, develop Requirements for Technology Architectures (RTA), and prepare migration strategies;

g) Assess the feasibility of migrating from the current state to the target business architecture and enabling technologies and identify the risks associated with migrating to the target business architecture and technologies and make recommendations for risk mitigation;

h) Identify business and technology trends that create opportunities for business improvement, advise business and ICT Senior Executives on ICT trends and emerging technologies and the impact on the organization's and government ICT architectures and business strategies, model "What if" scenarios and recommend appropriate changes to the existing architecture and ICT infrastructure, and recommend alternative solutions, methodologies and strategies;

i) Analyze business use cases and architect solutions that appropriate functional requirements and Enterprise reference architecture;  

j) Work with clients to identify business requirements, architectural influences  and solutions that benefit all areas of the organization; 

k) Perform impact assessments; 

l) Perform high-level analysis of complex problems and develop strategies with recommendations for improvement and/or resolution;  

m) Liaise and partner with program, administrative and technical staff to obtain agreement on technical requirements for IT architectural services and resolve architectural issues;   

n) Produce an architectural evolution plan/roadmap, recommend prioritization of architecture evolution initiatives, and develop and/or implement and manage an architecture evolution / improvement plan; 

o) Provide traceability and Gap analysis; 

p) Create high-level design solutions and system based on the business requirements that align with the Department and GC Enterprise architecture strategic plan; 

q) Describe and document business processes, role relationships and align to business capabilities; 

r)  Provide expertise and contribute to defining guidelines for estimating solution size, complexity and cost;

s) Participate in enabling the EA life-cycle management including the governance, design, building, analysis and change management; 

t) Contribute to the governance by developing Terms of Reference for Working Groups, including Business Architecture Working Group, Information Systems Working Group covering Application and Information Architecture domains, Solution Architecture and Technical and Security Architecture Working Group:

u) Identify business and technology trends that create opportunities to adapt best practices and innovative technologies to the GC; 

v) Advise on trends and emerging technologies and the impact on the organization's and government architectures and business strategies, model contingency plans (what-if scenarios) and recommend appropriate changes to the existing architecture infrastructure, and recommend alternative solutions, direction, methodologies and strategies;

w) Review application and program design or technical infrastructure design to ensure adherence to standards and to recommend performance improvements;

x) Support for IM/IT Governance;

y) Provide architectural direction to working groups for specific architectural domain of expertise; 

z) Produce and maintain Enterprise Architecture artifacts using tools and/or technologies as required by the specific project;  

aa) Review architecture documentation, provide feedback and help identify/build out missing content;

ab) Provide expertise and advise management on business architecture, trends and emerging technologies, methodologies, standards and tools including, but not limited to, domains such as case business management, client relationship management, application and data integration, service-oriented architecture, and cloud computing; and

ac) Conduct knowledge transfer, mentoring and coaching to the solution architecture team and other team members. 

P.2 Deliverables

Deliverables are to be submitted to the Technical Authority for review. The Technical Authority reserves the right to determine the acceptance of the deliverables.

Specific deliverables for the project will be identified in the individual Task Authorization (TA).  

The Enterprise Architect(s) - Level 3 deliverables include but are not limited to: 

a) A status report on a weekly basis, documenting the progress of the work described in the Task Authorization (TA), including difficulties that may affect overall schedule and planned tasks for the next reporting period. The status report must include:

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period; 

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required; and

b) Architecture evolution plans; 

c) Architecture artifacts for projects and service transformation; 

d) Service and technology road maps; 

e) Develop Enterprise Architecture Review Board (EARB) options analysis with enterprise; architecture assessments and deliver recommendations for enterprise target state solutions; 

f) Ongoing Option Analysis Assessments;  

g) Summarized views of the requirements, analysis, and options and recommendations for transition and transformation;

h) Decision-support matrix and an accompanying document(s) with descriptions of each option analyzed, success criteria;

i) Risk Registry and a Mitigation Strategy to help mitigate any perceived issues and risks and contributed transition planning;

j) Build and maintain enterprise architecture repository; 

k) Documentation could include, but is not limited to Concept of Operations (CONOPS), Standard Operating Procedures (SOPs), Business Architecture, etc.; 

l) Benefit realizations, TB Submissions, Memorandum to cabinet, etc.; 

m) Verbal debriefings, presentations, briefing notes, meetings; 

n) Ad hoc status updates as required; and

o) Knowledge transfer and coaching to departmental staff through the provision of written documents and individual or group training.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.1 Application/Software Architect, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 5 years of experience within the last 10 years as an Application Software Architect.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing architectural solutions for 3 projects each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.

		

		










image34.emf
A.1 Tasks and  Deliverables Level 2/3


A.1 Tasks and Deliverables Level 2/3
A.1 Application/Software Architect(s) – Levels 3 and Level 2 

ESDC requires the services of Application/Software Architect(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA). 

A.1 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Application/Software Architect(s) Level 3 and Level 2 tasks include but are not limited to the following:

a) Develop technical architectures, frameworks and strategies to meet the business and application requirements;

b) Identify the policies and requirements that drive out a particular solution;

c) Analyze and evaluate alternative technology solutions to meet business problems;

d) Ensure the integration of all aspects of technology solutions;

e) Monitor industry trends to ensure that solutions fit with government and industry directions for technology;

f) Analyze functional requirements to identify information, procedures and decision flows;

g) Evaluate existing procedures and methods, identify and document database content, structure, and application sub-systems, and develop data dictionary;

h) Define and document interfaces of manual to automated operations within application sub-systems, to external systems and between new and existing systems;

i) Define input/output sources, including detailed plan for technical design phase, and obtain approval of the system proposal;

j) Identify and document system specific standards relating to programming, documentation and testing, covering program libraries, data dictionaries, naming conventions, etc.; and

k) Conduct knowledge transfer and coaching of the team members.

A.1 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ActiveX

ADS

ASP

BPWin

C++

CICS

Cold Fusion

CORBA

Crystal Reports

Delphi

EbXML

ERWin

HML

HTML

IBM DB2

IDMS

Impromptu

IMS

Informix



		Ingres

J2EE

Java

JavaScript

JDBC

JSP

MIL-STD-498

MS Access

MS SQL

.NET

Netron/CAP

ODBC

OLAP

Oracle

Oracle CASE

Oracle Financials

Oracle Fusion Middleware

Perl

PHP

		PL/SQL

PowerBuilder

Rational Rose

RPG

RUP

SAP

SQL Server

SQL *DBA

SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

TCP/IP

Unisys DBII

Unix

Visual Basic

Visual C++

XML







A.1 Deliverables

The Application/Software Architect (s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Architectural design documents;  

d) Technical documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.1 Application/Software Architect, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an Application/Software Architect.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing architectural solutions for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years. 
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A.1 Tasks and Deliverables Level 2/3
A.1 Application/Software Architect(s) – Levels 3 and Level 2 

ESDC requires the services of Application/Software Architect(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA). 

A.1 Tasks

The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Application/Software Architect(s) Level 3 and Level 2 tasks include but are not limited to the following:

a) Develop technical architectures, frameworks and strategies to meet the business and application requirements;

b) Identify the policies and requirements that drive out a particular solution;

c) Analyze and evaluate alternative technology solutions to meet business problems;

d) Ensure the integration of all aspects of technology solutions;

e) Monitor industry trends to ensure that solutions fit with government and industry directions for technology;

f) Analyze functional requirements to identify information, procedures and decision flows;

g) Evaluate existing procedures and methods, identify and document database content, structure, and application sub-systems, and develop data dictionary;

h) Define and document interfaces of manual to automated operations within application sub-systems, to external systems and between new and existing systems;

i) Define input/output sources, including detailed plan for technical design phase, and obtain approval of the system proposal;

j) Identify and document system specific standards relating to programming, documentation and testing, covering program libraries, data dictionaries, naming conventions, etc.; and

k) Conduct knowledge transfer and coaching of the team members.

A.1 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ActiveX

ADS

ASP

BPWin

C++

CICS

Cold Fusion

CORBA

Crystal Reports

Delphi

EbXML

ERWin

HML

HTML

IBM DB2

IDMS

Impromptu

IMS

Informix



		Ingres

J2EE

Java

JavaScript

JDBC

JSP

MIL-STD-498

MS Access

MS SQL

.NET

Netron/CAP

ODBC

OLAP

Oracle

Oracle CASE

Oracle Financials

Oracle Fusion Middleware

Perl

PHP

		PL/SQL

PowerBuilder

Rational Rose

RPG

RUP

SAP

SQL Server

SQL *DBA

SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

TCP/IP

Unisys DBII

Unix

Visual Basic

Visual C++

XML







A.1 Deliverables

The Application/Software Architect (s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) A work plan for the work to be undertaken; 

b) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

c) Architectural design documents;  

d) Technical documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.3 ERP Programmer/Analyst, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an ERP Programmer Analyst. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets the category tasks description in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing Enterprise Resource Planning (ERP) systems for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.

		

		










image37.emf
A.3 Tasks and  Deliverables Level 3


A.3 Tasks and Deliverables Level 3
A.3 Enterprise Resource Planning (ERP) Programmer Analyst(s) - Level 3 



ESDC requires the services of ERP Programmer Analyst(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA).



A.3 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the ERP Programmer Analyst(s) Level 3 tasks include but are not limited to the following:

a) Develop low-level detailed requirements, programming, and systems development of ERP Systems;

b) Provide system testing and implementation; and 

c) Conduct knowledge transfer and coaching of the team members.



A.3 Specialties

The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		Impromptu

JDEdwards

		Oracle

PeopleSoft



		SAP

Syteline







A.3 Deliverables

The ERP Programmer Analyst(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Prepare technical specifications for new or enhanced functionality and reports; 

c) Prepare documentation of test results and development activities; 

d) Technical documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.4 ERP System Analyst, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as an ERP System Analyst. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category.  

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience implementing Enterprise Resource Planning (ERP) systems for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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A.4 Tasks and Deliverables Level 3
A.4 Enterprise Resource Planning (ERP) System Analyst(s) Level 3 

ESDC requires the services of ERP System Analyst(s) Level 3 in support of ESDC major projects as identified in each Task Authorization (TA).

A.4. Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the ERP System Analyst(s) Level 3 tasks include but are not limited to the following:

a) Develop requirements, feasibility, cost, design, and specification documents for ERP systems;

b) Implement ERP systems to support projects, departments, organizations or businesses;

c) Translate ERP business requirements into systems design and specifications;

d) Analyze and recommend alternatives and options for solutions; 

e) Develop technical specifications for ERP systems development, design and implementation; and

f) Conduct knowledge transfer and coaching of the team members.



A.4 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		Impromptu

JDEdwards

		Oracle

PeopleSoft



		SAP

Syteline







A.4 Deliverables



The ERP System Analyst(s) Level 3 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following: 

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Implementation of ERP systems; 

c) System design documents; 

d) Technical reports, documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.6 Programmer Software Developer, Level 2



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has a minimum of 5 years of experience within the last 10 years as a Programmer Software Developer. 

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing software application solutions for 3 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.   

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 15 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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A.6 Tasks and Deliverables Level 2/3
A.6 Programmer/Software Developer(s) – Level 3 and Level 2 



ESDC requires the services of Programmer/Software Developer(s) Level 3 and Level 2 in support of ESDC major projects as identified in each Task Authorization (TA).

A.6 Tasks



The individual Task Authorization (TA) will define the tasks to be completed. Working with the ESDC project team, the Programmer/Software Developer(s) Level 3 and Level 2 tasks include but are not limited to the following:

a) Develop and prepare diagrammatic plans for solution of business, scientific and technical problems by means of computer systems of significant size and complexity;

b) Analyze the problems outlined by the systems analysts/designers in terms of such factors as style and extent of information to be transferred to and from storage units, variety of items to be processed, extent of sorting, and format of final printed results;

c) Select and incorporate available software programs;

d) Design detailed programs, flow charts, and diagrams indicating mathematical computation and sequence of machine operations necessary to copy and process data and print the results;

e) Translate detailed flow charts into coded machine instructions and confer with technical personnel in planning programs;

f) Verify accuracy and completeness of programs by preparing sample data, and testing them by means of system acceptance test runs made by operating personnel;

g) Correct program errors by revising instructions or altering the sequence of operations;

h) Test instructions, and assemble specifications, flow charts, diagrams, layouts, programming and operating instructions to document applications for later modification or reference; and

i) Conduct knowledge transfer and coaching of the team members.



A.6 Specialties



The individual Task Authorization (TA) will define the specialties required for the specific project. Specialties include but are not limited to the following:

		ActiveX

ADS

ASP

BPWin

C++

CICS

Cold Fusion

CORBA

Crystal Reports

Delphi

EbXML

ERWin

HML

HTML

IBM DB2

IDMS

Impromptu

IMS

		Informix

Ingres

J2EE

Java

JavaScript

JDBC

JSP

MIL-STD-498

MS Access

MS SQL

.NET

Netron/CAP

ODBC

OLAP

Oracle

Oracle CASE

Oracle Financials

Perl

PHP

		PL/SQL

PowerBuilder

Rational Rose

RPG

SAP

SQL Server

SQL *DBA

SQL*Forms

SQL*Menu

SQL*Net

SQL*Plus

SQL*Report

Sybase

TCP/IP

Unisys DBII

Unix

Visual Basic

Visual C++

XML









A.6 Deliverables



The Programmer/Software Developer(s) Level 3 and Level 2 must submit deliverables to the Technical Authority. The individual Task Authorization (TA) will define the documents and deliverables required for the specific project. Deliverables include but are not limited to the following:  

a) Progress report on a bi-weekly or monthly basis on activities undertaken which includes the following: 

(i) Activities completed within the reporting period;

(ii) Planned activities for the next reporting period;

(iii) Risks/issues that will require the attention of the Technical Authority; and

(iv) Corrective actions required.

b) Strategies and solutions;

c) Technical specifications and reports;  

d) Technical documents, presentations and other materials, as requested by the Technical Authority; and

e) Knowledge transfer to designated departmental staff, at the request of the Technical Authority.
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[bookmark: _Toc11274092]RESOURCES ASSESSMENT CRITERIA AND RESPONSE TABLE

[bookmark: _Toc11274093]APPLICATION SERVICES

To facilitate resource assessment, Contractors must prepare and submit a response to a draft Task Authorization using the tables provided in this Annex. When completing the resource grids, the specific information which demonstrates the requested criteria and reference to the page number of the résumé should be incorporated so that Canada can verify this information. The tables should not contain all the project information from the resume. Only the specific answer should be provided.



Where applicable, if a certification is being provided, only a certification obtained through a recognized academic institution, in a field relevant to the position will be accepted. 

A readable copy of the certification must be provided with the response. 

For purposes of evaluation, a project that is 12 months or longer in duration may be counted as two 6-month projects, if it is within the required timeframe. Only 6- month period durations will be counted.

		A.6 Programmer Software Developer, Level 3



		

MTC#

		

Mandatory Technical Criteria (MTC)

		Met / 

Not Met

		Contractor’s Response

 (Cross Reference to Résumé)



		MTC1

		The Contractor must submit a detailed résumé for the proposed resource demonstrating that the resource has more than 10 years of experience within the last 15 years as a Programmer Software Developer.

The Contractor must list projects with start and end dates in years and months of experience.

		

		



		MTC2

		The Contractor must demonstrate that the proposed resource meets a minimum of 50% of the category tasks description including the first 3 tasks presented in Annex A of the Statement of Work for this resource category. 

		

		



		MTC3

		The Contractor must demonstrate that the proposed resource has experience developing software application solutions for 5 projects, each with a minimum duration of 6 months for a minimum of 2 organizations within the last 5 years.

		

		



		MTC4

		The Contractor must demonstrate that the proposed resource has a minimum of 30 months, in each of the technologies, software and tools identified in the Task Authorization as essential within the last 5 years.
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